
Security
Prevent phishing, malware infection and data  
loss on smartphones and tablets.

Filter and block access to malicious content,  
including downloads from unoffical app stores.

Remote wipe for lost or stolen devices.

Compliance
Stop access to risky apps and websites. Remove
distractions by limiting access to streaming, 
entertainment and social media sites when driving 
or working.

Filter websites and apps accross Wi-Fi, cellular  
and roaming.

Control Data Usage
Cap non-work related data to avoid unnecessary  
mobile costs.

Set customized policies tailored to suit the needs  
of different types of employee: executive, office  
based, field based etc.

Simplicity
Corrata is simple to deploy with a once-off  
user-friendly onboarding process.

Administration of the service is hassle 
free requiring zero management or 
administration.
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Key Advantages

Compatible with any iOS or 
Android Device, with or 
without an MDM

Simple to deploy and manage 
avoiding the complex 
configuration of other solutions 

User friendly design works 
unobtrusively in the background

Built to maintain user and 
organization data privacy at all 
times

Service operates on the 
device, traffic is never 
rerouted through a proxy, 
APN or other legacy gateway
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Securing those who protect us

Seamless communication and secure devices 
are essential to mission success by allowing 
First Responders to react faster in time-critical 
situations.

For more information and to 
request your free trial email 

info@corrata.com

http://www.corrata.com/


Features

Mobile Security
Prevent malware infection and data loss with class leading device and network 
security. Protect user credentials by detecting and blocking the latest phishing scams 
over email, SMS and social media. Identify vulnerable and misconfigured devices 
e.g. no passcode set, out-of-date operating system and more. Prevent man in the 
middle attacks and keep devices safe even on public networks.

Robust Web and App Filtering
Block access to inappropriate content considered harmful or illegal. Keep employees 
productive and avoid distractions or negative publicity incidents by limiting usage of 
social media apps and streaming sites on organization owned phones. 

Data Usage Control
Simple to implement cellular and Wi-Fi data controls on any phone or tablet. Set 
daily/monthly data caps on data usage and deny high bandwidth personal
apps/websites. Mission critical apps can be allowed at all times so First Responders 
can always get the job done.

Uncompromising User Experience

The Corrata App operates unobtrusively in the background providing control and  
security without impacting device performance or user experience. Corrata provides 
timely, personalized usage alerts and is optimized to have a very low power and 
memory footprint.

Ease of Deployment

Deployment is a simple, once off, employee friendly onboarding process. Deploy 
directly from the Apple and Android app stores or through an MDM. All iOS (10.5 or 
later) or Android (6.0 or later) phones and tablets are supported. 

Privacy andConfidentiality

By operating ‘on device’, Corrata avoids the privacy, confidentiality and  
performance compromises of gateway-based solutions.
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“

“

We only add applications to 
the FirstNet App Catalog
that are highly secure, high 
quality, and
relevant to public safety. 
And we’re pleased that 
Corrata is now Listed and 
available to FirstNet
subscribers. Corrata will 
bring public safety
additional capabilities to 
protect their mobile devices 
from cyber threats and their 
employees
from malicious, 
objectionable and unsecure 
content.

Brenda Kittila,
FirstNet Operations, 
AT&T
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